
Counterterrorism Law of the People's Republic of China
(Promulgated by Order No. 36 of the President of the People's Republic of China on December 27, 2
015, and amended according to the Decision of the Standing Committee of the National People's C
ongress to Amend Six Laws Including the Frontier Health and Quarantine Law of the People's Repu
blic of China, by Order No. 6 of the President of the People's Republic of China on April 27, 2018)
Table of Contents
Chapter I General Provisions
Chapter II Determination of Terrorist Organizations and Individuals
Chapter III Security Protection
Chapter IV Intelligence Information
Chapter V Investigation
Chapter VI Response and Handling
Chapter VII International Cooperation
Chapter VIII Safeguard Measures
Chapter IX Legal Liability
Chapter X Supplementary Provisions

Chapter I General Provisions

 For purposes of preventing and punishing terrorist activities, improving counterterrorism 

work, and safeguarding national security, public security and the security of people's lives and pro
perty, this Law is developed in accordance with the Constitution.

 The state shall combat all forms of terrorism, legally ban terrorist organizations, and in ac

cordance with the law, investigate the legal liability of anyone who organizes, plans, prepares for, o
r conducts any terrorist activity, advocates terrorism, instigates any terrorist activity, organizes, le
ads or participates in any terrorist organization, or provides assistance to any terrorist activity.
The state shall not make concession to any terrorist organization or individual, or offer asylum or gi
ve refugee status to any terrorist.

 For the purpose of this Law, “terrorism” means any proposition or activity that, by means 
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of violence, sabotage or threat, generates social panic, undermines public security, infringes upon 
personal and property rights, or menaces state authorities and international organizations, with the
aim to realize political, ideological and other purposes.
For the purpose of this Law, “terrorist activities” means the following conduct of the terrorist natur
e:
(1) Organizing, planning, preparing for, or conducting the activities which cause or attempt to caus
e casualties, grave property loss, damage to public facilities, disruption of social order and other se
rious social harm.
(2) Advocating terrorism, instigating terrorist activities, or illegally holding articles advocating terro
rism, or forcing other persons to wear costume or symbols advocating terrorism in public places.
(3) Organizing, leading or participating in terrorist organizations.
(4) Providing information, funds, materials, labor services, technologies, places and other support, 
assistance and convenience to terrorist organizations, terrorists, the implementation of terrorist act
ivities or training on terrorist activities.
(5) Other terrorist activities.
For the purpose of this Law, “terrorist organizations” means criminal organizations formed by three
or more persons for the purpose of conducting terrorist activities.
For the purpose of this Law, “terrorists” means the individuals who conduct terrorist activities and 
members of terrorist organizations.
For the purpose of this Law, “terrorist incidents” means terrorist activities that are occurring or hav
e occurred, which cause or may cause serious social harm.

 The state shall include counterterrorism in the national security strategy, comprehensivel

y implement policies, address both the symptoms and root causes, strengthen the construction of c
ounterterrorism capability, and use political, economic, legal, cultural, educational, diplomatic,
military, and other means to conduct counterterrorism work.
The state shall combat all forms of extremism, such as the incitement to hatred and discrimination 
and agitation for violence by distorting religious doctrine or other methods, so as to eliminate the i
deological basis of terrorism.

 Counterterrorism work shall be conducted under the principles of combining specialized t

asks with reliance on the masses, giving priority to prevention, integrating punishment and prevent
ion, anticipating the enemy and maintaining activeness.
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 Counterterrorism work shall be conducted in accordance with the law by respecting and s

afeguarding human rights and protecting the lawful rights and interests of citizens and organizatio
ns.
In counterterrorism work, citizens' freedom in religious belief and ethnic customs shall be respecte
d, and any discriminatory deeds based on regions, ethnic groups, religions and other causes shall b
e prohibited.

 The state shall establish a counterterrorism leading body to uniformly lead and command

the national counterterrorism work.
Local people's governments at or above the level of a districted city shall establish counterterroris
m leading bodies, people's governments at the county level shall establish counterterrorism leadin
g bodies as required, and be responsible for counterterrorism work in their respective regions unde
r the leadership and command of counterterrorism leading bodies at higher levels.

 Public security authorities, national security authorities, people's procuratorates, people's

courts, judicial administrative authorities, and other relevant state authorities shall, according to th
eir division of work, implement the work responsibility system, and effectively conduct counterterr
orism work in accordance with the law.
The Chinese People's Liberation Army, the Chinese people's armed police force and militia organiza
tions shall prevent and punish terrorist activities in accordance with this Law and other relevant la
ws, administrative regulations, military regulations and orders of the State Council and the Central 
Military Commission, and according to the arrangements of counterterrorism leading bodies.
The relevant departments shall establish the joint cooperation mechanism, and rely on and mobiliz
e villagers' committees, neighborhood committees, enterprises and public institutions, and social o
rganizations to jointly conduct counterterrorism work.

 All entities and individuals have the obligation to assist and cooperate with the relevant d

epartments in counterterrorism work, and shall report any suspected terrorist activity, or suspect o
f terrorist activities discovered to the public security authority or the relevant department in a
timely manner.

 The entities and individuals that have made prominent contributions to the reporting of t

errorist activities or assistance to the prevention of terrorist activities, and entities and individuals t
hat have made other prominent contributions in counterterrorism work shall be commended and re
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warded according to the relevant provisions of the state.

 The People's Republic of China shall exercise criminal jurisdiction over terrorist crimes c

ommitted against the nation, citizens or institutions of the People's Republic of China outside the te
rritory of the People's Republic of China, or terrorist crimes constituted under international treaties 
that the People's Republic of China has concluded or acceded to, and investigate criminal liabilities 
in accordance with the law.

Chapter II Determination of Terrorist Organizations and Individuals

 The national counterterrorism leading body shall, in accordance with the provision of Art

icle 3 of this Law, determine terrorist organizations and individuals, and the announcement thereo
n shall be made by the working body of the national counterterrorism leading body.

 The public security department, national security department and foreign affairs depart

ment of the State Council and provincial counterterrorism leading bodies shall file applications with
the national counterterrorism leading body for the determination of terrorist organizations and indi
viduals if required.

 Financial institutions and specific non-financial institutions shall immediately freeze the f

unds or other assets of terrorist organizations and individuals announced by the working body of th
e national counterterrorism leading body, and according to the relevant provisions, report to the pu
blic security department, national security department and anti-money laundering administrative d
epartment of the State Council in a timely manner.

 A determined terrorist organization or individual that has any objection to the determina

tion may file an application for review with the working body of the national counterterrorism leadi
ng body. The national counterterrorism leading body shall conduct review in a timely manner, and 
make a decision to maintain or revoke the determination. The review decision shall be final.
Where the national counterterrorism leading body makes a decision to revoke the determination, t
he working body of the national counterterrorism leading body shall make an announcement; and t
he funds and assets that have been frozen shall be unfrozen.
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 In accordance with the provisions of the Criminal Procedure Law, the competent people'

s courts at or above the intermediate level may legally determine terrorist organizations and indivi
duals in the course of trying criminal cases. If the working body of the national counterterrorism lea
ding body needs to make an announcement after a judgment comes into force, the relevant provisi
ons of this Chapter shall apply.

Chapter III Security Protection

 People's governments at all levels and the relevant departments shall organize countert

errorism publicity and education, and enhance the counterterrorism awareness of citizens.
Education and human resource administrative departments, schools and the relevant vocational tr
aining institutions shall include the knowledge about the prevention of and response to terrorist act
ivities in the education, teaching and training content.
Press, broadcasting, television, culture, religion, Internet and other relevant entities shall conduct p
ertinent counterterrorism publicity and education in the society.
Villagers' committees and neighborhood committees shall assist people's governments and the rel
evant departments in strengthening counterterrorism publicity and education.

 Telecommunications business operators and Internet service providers shall provide tec

hnical interface, decryption and other technical support and assistance for the prevention and inve
stigation of terrorist activities conducted by public security authorities and national security authori
ties in accordance with the law.

 Telecommunications business operators and Internet service providers shall, in accorda

nce with the provisions of laws and administrative regulations, put into practice network security a
nd information content supervision rules, and technical measures for security protection, so as to a
void the dissemination of information with any terrorist or extremist content. If they discover any in
formation with terrorist or extremist content, they shall cease the transmission immediately, preser
ve relevant records, delete relevant information, and report to public security authorities or the rele
vant departments.
Network communications, telecommunications, public security, national security and other compet
ent departments shall, according to the division of their powers and duties, order in a timely mann
er the relevant entities to cease the transmission of and delete the relevant information with any te
rrorist or extremist content, or close the relevant websites and terminate the provision of the relev
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ant services. Relevant entities shall immediately enforce such orders and preserve the relevant rec
ords, and assist in investigation. Competent telecommunications departments shall take technical 
measures to block the dissemination of information with any terrorist or extremist content availabl
e on the international Internet.

 Entities providing cargo transport by railway, highway, waterway or air, postal entities, e

xpress delivery entities, and other logistics operation entities shall implement security check rules, 
check clients' identities, and conduct security check or visual check of the transported and delivere
d articles as required. The articles prohibited from transport and delivery, articles with serious pote
ntial safety hazards or articles for which clients refuse to accept security check shall not be transpo
rted or delivered.
“Logistics operation entities” as mentioned in the preceding paragraph shall implement rules on th
e registration of information on identities of clients who transport and deliver articles and informati
on on articles.

 Telecommunications, Internet, finance, accommodation, long-distance passenger transp

ort, motor vehicle lease and other business operators and service providers shall check clients' ide
ntities. They shall not provide services to any client whose identity is not clear or who refuses to ac
cept identity check.

 Production and import entities shall, according to the relevant provisions, produce electr

onic track labels on guns and other weapons, ammunition, controlled instruments, hazardous chem
icals, civil explosives and nuclear and radioactive articles, and add security check track labels to ci
vil explosives.
Transport entities shall, according to the relevant provisions, monitor the transport vehicles of haza
rdous chemicals, civil explosives and nuclear and radioactive articles in operation through the posit
ioning system.
The relevant entities shall conduct strict supervision and administration of infectious pathogens an
d other substances according to the relevant provisions, and strictly prevent the spread or flow into
illegal channels of infectious pathogens and other substances.
The relevant department of the State Council or provincial people's governments may, as required,
decide to regulate the production, import and export, transport, sale, use and scrapping of controll
ed instruments, hazardous chemicals and civil explosives in specific regions at specific time, and m
ay prohibit trading of the aforesaid articles with cash and physical goods, or otherwise restrict tradi
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ng activities.

 Where any gun or any other weapon, ammunition, hazardous chemicals, civil explosives,

nuclear and radioactive articles, or infectious pathogens or any other articles are stolen or robbed, 
lost or otherwise disappeared, the entity where the case occurs shall immediately take necessary c
ontrol measures, and immediately report to the public security authority, and at the same time, re
port to the relevant department as required. The public security authority shall conduct
investigation in a timely manner after receiving the report. The relevant department shall assist in 
the work of the public security authority.
No entity or individual shall illegally manufacture, produce, store, transport, import or export, sell, 
provide, purchase, use, possess, scrap or destroy any articles as set forth in the preceding paragra
ph. If discovered by a public security authority, the articles shall be detained; if discovered by any 
other competent department, the articles shall be detained and the public security authority shall 
be immediately notified, and if discovered by any other entity or individual, a report shall be imme
diately made to the public security authority.

 The anti-money laundering department of the State Council and the relevant departmen

ts and bodies of the State Council shall, in accordance with the law, conduct supervision and admin
istration of the performance of the obligation to combat terrorist financing by financial institutions 
and specific non-financial institutions.
Where the anti-money laundering department of the State Council finds any suspected terrorist fin
ancing, it may conduct investigation in accordance with the law, and take temporary freeze measu
re.

 Where the audit, public finance, tax or any other department discovers in the course of s

upervision and inspection of the relevant entities according to the provisions of laws and administr
ative regulations that the capital inflow or outflow is suspected of terrorist financing , it shall notify 
the public security authority in a timely manner.

 Where a customs office finds any suspected terrorist financing in the course of supervisi

on of cash and bearer negotiable instruments carried by the personnel entering or leaving China, it 
shall immediately notify the anti-money laundering administrative department of the State Council 
and the competent public security authority.
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 Urban and rural plans made or implemented upon organization by local people's govern

ments at all levels shall satisfy the requirements for counterterrorism work.
Local people's governments at all levels shall, as required, organize and urge the relevant construc
tion entities to equip themselves with and install public security video information systems and oth
er technical and material defense equipment and facilities for guarding against terrorist attacks on 
main roads, transport junctions and major parts of urban public areas.

 Public security authorities and the relevant departments shall, in a timely manner, stop 

anyone that advocates extremism, endangers public security, disturbs the public order, infringes u
pon personal and property rights, or disrupts social management by using extremism, and investig
ate legal liability in accordance with the law.
Where a public security authority finds any extremist activity, it shall order the immediate cessatio
n of the activity, forcibly take the relevant personnel out of the scene and register their identity info
rmation, confiscate the relevant articles and materials, and seal up the places for illegal activities.
Any entity or individual that finds any articles, materials or information that advocates extremism s
hall immediately report to the public security authority.

 Where anyone is instigated, coerced or induced to participate in any terrorist or extremi

st activity, or participates in any terrorist or extremist activity, if the circumstances are not serious 
enough to constitute a crime, the public security authority shall organize the relevant departments,
villagers' committee, neighborhood committee, the entity where he or she works, the school where
he or she studies, his or her family members and guardian to assist and educate him or her.
Prisons, jails and community correction agencies shall strengthen the management, education, cor
rection and other work on terrorist convicts and extremist convicts serving sentences. Prisons and j
ails may, based on the requirements for education, reform and maintaining the supervision and ad
ministration order, take into custody terrorist convicts and extremist convicts together with ordinar
y criminal convicts, or take them into custody separately.

 Where a terrorist convict or extremist convict is sentenced to imprisonment or is given a

severer penalty, the prison or jail shall, before the convict is released after serving his or her sente
nce, assess his or her social danger according to the crime nature, circumstances, and degree of s
ocial danger, the convict's performance during the period of serving sentence, and the impact on t
he community where the convict resides after his or her release, among others. Social danger shall
be assessed after soliciting the opinions of the relevant grassroots organizations and the original ca
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se handling authority. If the convict has social danger upon assessment, the prison or jail shall offer
a settlement and education proposal to the intermediate people's court at the place where the con
vict serves his or her sentence, and send a copy of the proposal to the people's procuratorate at th
e same level.
Where the convict does have social danger, before the convict is released after serving his or her s
entence, the intermediate people's court at the place where the convict serves his or her sentence 
shall decide to order the convict to receive settlement and education after the convict is released a
fter serving his or her sentence. It shall send a copy of the decision to the people's procuratorate at
the same level. The person on whom the settlement and education decision is made may file a rec
onsideration application against the decision with the people's court at the next higher level.
Settlement and education shall be organized by the provincial people's government. The settlemen
t and education institution shall assess the settled and educated personnel each year, and if anyon
e does have repentance and no longer endangers the society, the said institution shall, in a timely 
manner, offer the opinion of removing settlement and education, and send the opinion to the inter
mediate people's court that makes the settlement and education decision for decision-making. The
settled and educated person shall have the right to apply for removing settlement and education.
The people's procuratorate shall conduct supervision over settlement and education decision-maki
ng and the implementation of the decision.

 The public security authority shall, together with the relevant departments, determine th

e entities, places, activities, and facilities, among others, that are likely to suffer terrorist attacks a
nd that may suffer serious casualties, property loss or social impact from terrorist attacks as the ke
y targets for potential terrorist attacks, and report to the counterterrorism leading body at the sam
e level for recordation.

 The entities managing key targets shall perform the following functions:

(1) Making advance plans and determining the measures for preventing, responding to and handlin
g terrorist activities, and providing periodical training and conducting periodical rehearsals.
(2) Establishing special counterterrorism fund guarantee rules, equipping with and updating the eq
uipment and facilities for prevention and handling of terrorist activities.
(3) Designating the relevant institution or responsible persons, and specifying post functions.
(4) Conducting risk assessment, monitoring security threat on real time, and improving internal saf
ety management.
(5) Reporting the implementation of prevention measures to the public security authority and the r
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elevant departments on a periodical basis.
The entities managing key targets shall, according to the urban and rural plan, the relevant standa
rds and actual demand, conduct, for key targets, synchronous planning, construction and operatio
n of technical and material defense equipment and facilities that comply with Article 27 of this Law.
The entities managing key targets shall establish management rules for the monitoring, informatio
n preservation and use, operation and maintenance of the public security video information system
, and ensure the normal operation of the relevant systems. Collected video image information shall
be preserved for not less than 90 days.
With respect to other entities, places, activities and facilities involving public security other than ke
y targets, competent departments and management entities shall, according to the provisions of la
ws and administrative regulations, establish and improve safety management rules, and carry out s
afety responsibilities.

 The entities managing key targets shall conduct security background review of personne

l on important posts. The personnel who are inappropriate shall be transferred to other posts, and t
he relevant circumstances shall be notified to public security authorities.

 Entities undertaking large-scale activities as well as entities managing key targets shall, 

according to the relevant provisions, conduct security check of people, articles and means of trans
port entering the places for holding large-scale activities, airports, train stations, docks, urban rail t
ransit stations, long-distance bus stations, ports and other key targets. If any prohibited article or c
ontrolled article is found, such article shall be detained and a report shall be immediately made to t
he public security authority; and if any suspect of illegal or criminal activity is discovered, a report 
shall be made to the public security authority immediately.

 The entities operating aircrafts, trains, vessels, urban rail vehicles, public electric cars a

nd other public means of transport shall provide as required security personnel and corresponding 
equipment and facilities, and strengthen security check and security work.

 Public security authorities and the relevant departments shall obtain the basic informati

on and important dynamic information of key targets, and direct and oversee the performance of al
l powers and duties of preventing terrorist attack by the entities managing key targets.
Public security authorities and the Chinese people's armed police force shall guard, patrol and insp
ect key targets according to the relevant provisions.
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 Flight control, civil aviation, public security and other competent departments shall, acc

ording to the division of their powers and duties, strengthen the administration of air space, aircraft
s and flight activities, and strictly prohibit terrorist activities against aircrafts or conducted by takin
g advantage of flight activities.

 People's governments at all levels and military authorities shall create obstruction divide

rs, video image capture equipment and alarms for illegal border crossing at key national (frontier) 
border passages and ports.
Public security authorities and the Chinese People's Liberation Army shall strictly organize patrols o
f national (frontier) borders, and check the personnel, means of transport and articles arriving at or
leaving areas near national (frontier) borders, and entering or exiting national (frontier) border ma
nagement zones, national (frontier) border crossings and passages, and vessels in coastal and bor
der areas.

 Entry-exit certificate issuers and entry-exit frontier inspection authorities shall have the r

ight to decide to prohibit terrorists and suspects of terrorist activities from entering or exiting the t
erritory, disapprove the issuance of entry and exit certificates or announce their entry and exit cert
ificates invalidated.

 Where a customs office or entry-exit frontier inspection authority finds any suspect of ter

rorist activities or articles suspected of involving in any terrorist activity, it shall detain the suspect 
or articles in accordance with the law and immediately transfer the suspect or articles to the public
security authority or national security authority.

 The foreign affairs, public security, national security, development and reform, industry 

and information technology, commerce, tourism and other competent departments of the State Co
uncil shall establish safety risk assessment rules on overseas investment cooperation, and tourism,
among others, strengthen security protection of Chinese citizens abroad and institutions, facilities 
and property abroad, and prevent and respond to terrorist attack.

 Institutions abroad shall establish and improve security protection rules and response an

d handling plans, and strengthen the security protection of the relevant personnel, facilities and pr
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operty.

Chapter IV Intelligence Information

 The national counterterrorism leading body shall establish a national counterterrorism

intelligence center, implement trans-department and trans-regional intelligence information work 
mechanisms, and make overall planning on counterterrorism intelligence information.
The relevant departments shall strengthen the collection of counterterrorism intelligence informati
on, and as required, uniformly submit the collected clues, personnel, and action-type intelligence in
formation to the national counterterrorism intelligence center in a timely manner.
Local counterterrorism leading bodies shall establish trans-departmental intelligence information w
ork mechanisms, organize the implementation of counterterrorism intelligence information work, r
eport important intelligence information to counterterrorism leading bodies at higher levels in a ti
mely manner, and notify urgent intelligence information involving other places to the relevant plac
es in a timely manner.

 Public security authorities, national security authorities and the relevant departments sh

all rely on the people, improve the grassroots fundamental work, establish forces for grassroots int
elligence information work, and enhance the capability of counterterrorism intelligence information
work.

 Public security authorities, national security authorities and military authorities may, wit

hin the scope of their powers and duties, take technical investigation measures as required for cou
nterterrorism intelligence information work after undergoing strict approval formalities according t
o the relevant provisions of the state.
The materials obtained in accordance with the provisions of the preceding paragraph may only be 
used for counterterrorism response and handling and the investigation, prosecution and trial of terr
orist crimes and extremist crimes, and shall not be used for other purposes.

 The relevant departments shall, according to the requirements of the national counterte

rrorism intelligence center, provide the information obtained in security protection as provided for
in Chapter III of this Law in a timely manner.

 The national counterterrorism intelligence center, local counterterrorism leading bodies,
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public security authorities and other relevant departments shall screen, research, judge, examine a
nd monitor the relevant intelligence information, and if any of them is of the opinion that any terror
ist incident may occur and the corresponding security protection, response and handling measures 
need to be taken, it shall notify the relevant departments and entities in a timely manner, and may
give early warnings as the case may be. The relevant departments and entities shall effectively co
nduct security protection, response and handling according to the notification.

 Counterterrorism leading bodies, the relevant departments and entities, and individuals 

shall keep confidential the state secrets, trade secrets and personal privacy obtained in the course 
of performing counterterrorism work functions and obligations.
Whoever divulges any state secret, trade secret or personal privacy in violation of the relevant pro
visions shall be subject to legal liability in accordance with the law.

Chapter V Investigation

 Where a public security authority receives a report of any suspected terrorist activity or 

discovers any suspected terrorist activity and investigation and verification are required, it shall co
nduct investigation rapidly.

 A public security authority that investigates any suspected terrorist activity may, in acco

rdance with relevant legal provisions, interrogate, inspect, and summon the suspect, may extract o
r collect a headshot, fingerprints, iris scan or other biometric identification information, and blood, 
urine, cast-off cells or other biologic samples, and preserve his or her signature.
The public security authority investigating any suspected terrorist activity may notify the persons k
nowing the relevant circumstances to receive inquiry at the public security authority or any other si
te.

 A public security authority investigating any suspected terrorist activity shall have the ri

ght to collect and obtain the relevant information and materials from the relevant entities and pers
onnel. The relevant entities and personnel shall faithfully provide the information and materials.

 A public security authority investigating any suspected terrorist activity may, with the a

pproval of the person in charge of the public security authority at or above the county level, inquire
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about the deposits, remittance, bonds, stocks, fund shares and other property of suspects, and ma
y take seizure, detention and freeze measures. The time period for seizure, detention and freeze
shall not exceed two months, and if the circumstances are complicated, the period may be extende
d by one month with the approval of the person in charge of the public security authority at the
next higher level.

 A public security authority investigating any suspected terrorist activity may, with the a

pproval of the person in charge of the public security authority at or above the county level, order t
he suspect of terrorist activities to observe one or more of the following restrictive measures based
on the degree of danger.
(1) The suspect shall not leave the city or county where he or she resides or the designated domicil
e without the approval of the public security authority.
(2) The suspect shall not participate in large-scale mass activities or engage in specific activities.
(3) The suspect shall not take public means of transport or enter specific places without the approv
al of the public security authority.
(4) The suspect shall not meet or communicate by letter with specific persons.
(5) The suspect shall report the information on activities to the public security authority on a period
ical basis.
(6) The suspect shall hand over the passport and other entry and exit certificates, identity certificat
e, and driving certificate to the public security authority for preservation.
The public security authority may take electronic monitoring, inspection from time to time and othe
r means to oversee the suspect's compliance with restrictive measures.
The time period for taking restrictive measures prescribed in the preceding two paragraphs shall n
ot exceed three months. If it is unnecessary to continue taking restrictive measures, the measures 
shall be removed in a timely manner.

 Where the public security authority finds upon investigation any criminal fact or criminal

suspect, it shall place the case on file for investigation in accordance with the provisions of the Cri
minal Procedure Law. If the public security authority fails to place the case on file for investigation 
before the expiry of the relevant time period prescribed in this Chapter, it shall remove the relevan
t measures.

Chapter VI Response and Handling

Article 53

Article 54

[CLI Code]CLI.1.313974(EN)

14/28 Saved on: 11/18/2022

https://www.pkulaw.com/en_law/6d5f42efc8724124bdfb.html?way=textSlc#tiao_0


 The state shall establish and improve a terrorist incident response and handling plan sys

tem.
The national counterterrorism leading body shall formulate multilevel and categorized national res
ponse and handling plans based on the rules and features of terrorist incidents and possible social 
danger, expressly provide for the organization and command system for response to and handling 
of terrorist incidents, security protection against terrorist incidents, response and handling procedu
res, and post-event social order recovery, among others.
The relevant departments and local counterterrorism leading bodies shall make the corresponding 
emergency response and handling plans.

 To respond to and handle terrorist incidents, counterterrorism leading bodies at all level

s shall form commanding institutions participated by the relevant departments, which shall implem
ent the commander responsibility system. The person in charge of the counterterrorism leading bo
dy may serve as the commander, or the person in charge of the public security authority or the per
son in charge of any other member entity of the counterterrorism leading body may be designated 
as the commander.
The national counterterrorism leading body shall take command of the response to and handling of
terrorist incidents that occur across provinces, autonomous regions and/or municipalities directly u
nder the Central Government, or especially serious terrorist incidents. Provincial counterterrorism l
eading bodies shall take command of the response to and handling of terrorist incidents that occur 
across multiple administrative regions within their respective provinces, autonomous regions, or m
unicipalities directly under the Central Government, or serious terrorist incidents.

 After a terrorist incident occurs, the counterterrorism leading body at the place where th

e incident occurs shall immediately initiate the terrorist incident response and handling plan and d
etermine a commander. The relevant departments, the Chinese People's Liberation Army, the Chin
ese people's armed police force, and militias organizations shall, according to the uniform
leadership and commanding of the counterterrorism leading body and the commander, cooperate i
n conducting on-site response and handling work such as combat, control, rescue and aid.
The counterterrorism leading body at a higher level may direct the response and handling work, an
d when necessary, transfer the relevant counterterrorism forces for support.
Where a state of emergency is required, the Standing Committee of the National People's Congress
or the State Council shall make a decision in accordance with the power and procedures prescribed
in the Constitution and other relevant laws.
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 After a terrorist incident or suspected terrorist incident is discovered, the public security 

authority shall handle it immediately, and report to the counterterrorism leading body; and if the C
hinese People's Liberation Army or the Chinese people's armed police force discovers any ongoing 
terrorist activity, it shall immediately control the situation and transfer the case to the public securi
ty authority in a timely manner.
Where the counterterrorism leading body has not determined a commander, the highest ranking p
erson of the public security authority handling on the scene shall serve as the on-site commander. I
f the public security authority fails to appear on the scene, the highest ranking person of the
Chinese People's Liberation Army or the Chinese people's armed police force handling on the scene
shall serve as the on-site commander. No matter whether the on-site response and handling perso
nnel come from the same entity or system, they shall all follow the on-site commander's
leadership.
After a commander is determined, the on-site commander shall ask for his or her instructions, and 
report the work or the relevant circumstances to him or her.

 Where any institution, personnel or important facilities of the People's Republic of China 

abroad suffer or may suffer a terrorist attack, the foreign affairs, public security, national security, 
commerce, finance, state-owned asset supervision and administration, tourism, transport and othe
r competent departments of the State Council shall initiate the response and handling plan in a tim
ely manner. The foreign affairs department of the State Council shall coordinate with the relevant c
ountries to take the corresponding measures.
After any institution, personnel, or important facilities of the People's Republic of China abroad suff
er a serious terrorist attack, through consultation with and with the consent of the relevant country,
the national counterterrorism leading body may organize foreign affairs, public security, national s
ecurity and other departments to appoint staff members to respond to and handle the situation ab
road.

 In the response to and handling of a terrorist incident, the personal safety of those that a

re directly harmed or threatened by terrorist activities shall be protected in priority.

 After a terrorist incident occurs, the counterterrorism leading body responsible for respo

nse and handling may decide that the relevant departments and entities shall take one or more of t
he following response and handling measures:
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(1) Organizing the rescue and treatment of injured persons, dispersal, evacuation and appropriate 
settlement of threatened persons and taking other rescue measures.
(2) Blocking the scene and surrounding roads, checking the identity certificates of on-site personne
l, and setting temporary warning lines near the relevant places.
(3) Conducting air, sea (water) area control within specific regions, and inspecting the means of tra
nsport within specific regions.
(4) Conducting Internet, radio and communication control within specific regions.
(5) Conducting entry and exit control in specific regions or targeting specific persons.
(6) Prohibiting or restricting the use of the relevant equipment and facilities, closing or restricting t
he use of relevant places, suspending activities with a relatively large number of participants or pr
oduction and business operation activities that may increase the harm.
(7) Making emergency repairs on public facilities such as those for transport, telecommunications, I
nternet, broadcasting and television, water supply, drainage, power supply, gas supply, and heat s
upply.
(8) Organizing volunteers to participate in counterterrorism rescue work, and requesting the perso
nnel with expertise to provide services.
(9) Taking other necessary response and handling measures.
The adoption of response and handling measures as mentioned in items (3) to (5) of the preceding 
paragraph shall be subject to the decision-making or approval of the counterterrorism leading body
at or above the provincial level; and the adoption of the response and handling measures as set for
th in item (6) of the preceding paragraph shall be subject to the decision-making of the counterterr
orism leading body at or above the level of a districted city. The applicable time and space for the i
mplementation of response and handling measures shall be specified, and be announced to the pu
blic.

 People's police, people's armed police and other response and handling personnel that a

re lawfully equipped with and carry weapons may use their weapons against persons who are com
mitting or intend to commit violence at the scene with guns, knives, and other weapons or by other
dangerous methods, if warnings prove ineffective. In an emergency or if any more serious harm ma
y be caused after a warning is given, weapons may be used directly.

 The information on the occurrence, development and response to and handling of a terr

orist incident shall be uniformly released by the provincial counterterrorism leading body at the pla
ce where the terrorist incident occurs; and terrorist incidents that occur across provinces, autonom
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ous regions and/or municipalities directly under the Central Government shall be uniformly release
d by the designated provincial counterterrorism leading body.
No entity or individual shall fabricate or spread any false information on terrorist incidents, report o
r spread any details of terrorist activities that may trigger imitation, or issue any cruel or inhuman s
cene in a terrorist incident. In the course of response to and handling of a terrorist incident, except 
the news media that have obtained approval from the counterterrorism leading body responsible f
or releasing information, no entity or individual shall report or disseminate the identity information 
on the on-site response and handling personnel and hostage and the response and handling inform
ation.

 After the completion of the response to and handling of a terrorist incident, people's gov

ernments at all levels shall organize the relevant departments to help affected entities and individu
als restore their life and production as soon as possible, and stabilize social order and public sentim
ent in affected regions.

 Local people's governments shall give appropriate relief to victims of terrorist incidents 

and their close relatives in a timely manner, and provide basic living necessities to victims and thei
r close relatives who have lost their basic life requirements. Health, medical insurance and other co
mpetent departments shall provide psychological, medical, and other assistance to victims of terro
rist incidents and their close relatives.

 Public security authorities shall place cases of terrorist incidents on file for investigation 

in a timely manner, ascertain the reason for, and process and result of the incidents, and in accord
ance with the law, investigate the criminal liabilities of terrorist organizations and individuals.

 Counterterrorism leading bodies shall conduct a comprehensive analysis, summary and 

appraisal of the occurrence of, response to and handling of terrorist incidents, put forth measures t
o improve prevention, response, and handling, and report to counterterrorism leading bodies at th
e next higher level.

Chapter VII International Cooperation

 The People's Republic of China shall develop counterterrorism cooperation with other na

tions, regions, and international organizations according to international treaties which it has concl
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uded or acceded to, or under the principle of equality and reciprocity.

 The relevant departments of the State Council shall, as authorized by the State Council, 

represent the Chinese government in counterterrorism policy dialogue, intelligence information ex
change, law enforcement cooperation, and cooperation in international funds oversight with foreig
n governments and the relevant international organizations.
Provided that the Chinese law is not violated, local people's governments at or above the county le
vel and their competent departments in border regions may exchange counterterrorism intelligenc
e information, and cooperate in law enforcement and international funds oversight with neighborin
g countries or regions with the approval of the State Council or the relevant central departments.

 Judicial assistance, extradition, and transfer of sentenced offenders in criminal cases rel

ating to terrorist activities shall be governed by the relevant provisions of laws.

 Upon reaching an agreement with the relevant countries and reporting to the State Coun

cil for approval, the public security department and the national security department of the State C
ouncil may assign people to carry out counterterrorism tasks abroad.
With the approval of the Central Military Commission, the Chinese People's Liberation Army and the
Chinese people's armed police force may assign people to carry out counterterrorism tasks abroad.

 Materials acquired through international cooperation in counterterrorism may be used a

s evidence in administrative penalties and criminal proceedings, except that the Chinese party pro
mises not to use them as evidence.

Chapter VIII Safeguard Measures

 The State Council and local people's governments at or above the county level shall, acc

ording to the division of powers of office, include counterterrorism work funds in the fiscal budget a
t the same level.
The state shall provide necessary financial support to key counterterrorism regions, and provide fu
nd guarantee for the purpose of responding to and handling large-scale terrorist incidents.

 Public security authorities, national security authorities and the relevant departments, a
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s well as the Chinese People's Liberation Army and the Chinese people's armed police force shall, a
ccording to the powers and duties prescribed by laws, establish specialized counterterrorism forces
, provide more professional training, and equip themselves with necessary specialized counterterro
rism equipment and facilities.
People's governments at the county and township level shall, as required, provide guidance for the 
relevant entities, villagers' committees and neighborhood committees to establish counterterroris
m forces and volunteer teams, and assist and cooperate with the relevant departments in conducti
ng counterterrorism work.

 The personnel injured or killed as a result of performing counterterrorism work functions

or assisting or cooperating with the relevant departments in conducting counterterrorism work shal
l be given corresponding treatment in accordance with the relevant provisions of the state.

 Where the personal safety of a person or any of his or her close relatives is endangered f

or the reason of reporting or stopping any terrorist activity, testifying in a criminal case on terrorist
activities or conducting counterterrorism work, upon the application of the person or his or her clos
e relative, the public security authority and the relevant departments shall adopt one or more of th
e following protective measures:
(1) Not disclosing the personal information such as the true name, address and employer.
(2) Prohibiting any specified person from approaching the protected person.
(3) Taking special protective measures for a person or residence.
(4) Modifying the name of the protected person, and arranging a new domicile and workplace.
(5) Other necessary protective measures.
The public security authority and the relevant departments shall, according to the provisions of the
preceding paragraph, not disclose the true name or address of the protected entity, prohibit specifi
c persons from approaching the protected entity, take special protective measures for the office an
d business premises of the protected entity, and take other necessary protective measures.

 The state encourages and supports counterterrorism scientific research and technical in

novation, and shall develop and popularize the use of advanced counterterrorism technologies and 
equipment.

 Public security authorities, national security authorities, the Chinese People's Liberation 

Army, and the Chinese people's armed police force may, according to the relevant provisions of th
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e state, expropriate the property of entities and individuals due to the urgent demand for performi
ng counterterrorism functions. They shall return the property or restore them to the original state i
n a timely manner after the completion of tasks, and pay corresponding expenses as required; and 
shall make compensation if any loss is caused.
Where the lawful rights and interests of any related entity or individual is damaged in counterterror
ism work, compensation or remedy shall be made in accordance with the law. The relevant entities
and individuals shall have the right to claim compensation and remedy in accordance with the law.

Chapter IX Legal Liability

 Whoever organizes, plans, prepares for, or conducts any terrorist activity, advocates terr

orism, instigates any terrorist activity, illegally holds articles advocating terrorism, forces any other
person to wear costume or symbols advocating terrorism in a public place, organizes, leads or parti
cipates in any terrorist organization, or provides assistance to any terrorist organization, terrorist, t
he implementation of any terrorist activity or training on any terrorist activity shall be subject to cri
minal liability in accordance with the law.

 Where anyone participates in any of the following activities, and the circumstances are n

ot serious enough to constitute a crime, he or she shall be detained by the public security authority
for not less than ten days but not more than 15 days, and may be concurrently fined not more than
10,000 yuan.
(1) Advocating terrorism or extremism, or instigating any terrorist or extremist activity.
(2) Producing, spreading or illegally holding any articles advocating terrorism or extremism.
(3) Forcing any other person to wear costume or symbols advocating terrorism or extremism in a p
ublic place.
(4) Providing information, funds, materials, labor services, technologies, places and other support, 
assistance and convenience for advocating terrorism or extremism or the implementation of any te
rrorist or extremist activity.

 Where anyone commits any of the following conduct by using extremism, and the circu

mstances are not serious enough to constitute a crime, he or she shall be detained by the public se
curity authority for not less than five days but not more than 15 days, and may be concurrently fin
ed not more than 10,000 yuan.
(1) Forcing any other person to join any religious activity, or forcing any other person to make dona
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tions or provide labor services to any place of religious worship or to clergies.
(2) Ousting persons of other ethnic groups or faiths from their domiciles by threat, harassment or o
ther means.
(3) Interfering with others' relationships or living with persons of different ethnic groups or faiths by
threat, harassment or other means.
(4) Interfering in the habits and ways of life of other persons, or in production or business operation
by threat, harassment or other means.
(5) Obstructing the lawful performance of functions by any staff member of a state authority.
(6) Distorting or defaming any state policy, law, administrative regulation, or inciting or instigating 
others to resist lawful administration by the people's government.
(7) Instigating or forcing people to damage, or intentionally damage residents' identification cards, 
household certificates and other legal documents of the state, and RMB.
(8) Instigating or forcing any other person to replace marriage or divorce registration with any relig
ious rites.
(9) Instigating or forcing any minors not to receive compulsory education.
(10) Otherwise disrupting the implementation of the legal system of the state by using extremism.

 Where anyone harbors or shields any person although knowing that the latter commits a

ny terrorist or extremist offense, and the circumstances are not serious enough to constitute a crim
e, or if anyone refuses to provide the relevant evidence when the judicial authority investigates the
relevant information and collects the relevant evidence from him or her, the public security authori
ty shall detain the violator for not less than ten days but not more than 15 days, and may impose a
fine of not more than 10,000 yuan on the violator.

 Where a financial institution or a specific non-financial institution fails to immediately fre

eze the funds or other assets of any terrorist organization or terrorist in the announcement made b
y the working body of the national counterterrorism leading body, the public security authority shal
l impose a fine of not less than 200,000 yuan but not more than 500,000 yuan on the institution, an
d impose a fine of not more than 100,000 yuan on its directly responsible directors, senior executiv
es and other directly liable persons; and if the circumstances are serious, impose a fine of not less t
han 500,000 yuan on the institution, and impose a fine of not less than 100,000 yuan but not more 
than 500,000 yuan on its directly responsible directors, senior executives and other directly liable 
persons, and may detain them for not less than five days but not more than 15 days.
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 Where a telecommunications business operator or an Internet service provider falls und

er any of the following circumstances, the competent department shall impose a fine of not less tha
n 200,000 yuan but not more than 500,000 yuan on the violator, and impose a fine of not more tha
n 100,000 yuan on its directly responsible persons in charge and other directly liable persons; and i
f the circumstances are serious, impose a fine of not less than 500,000 yuan on the violator, and i
mpose a fine of not less than 100,000 yuan but not more than 500,000 yuan on its directly respons
ible persons in charge and other directly liable persons, and the public security authority may detai
n its directly responsible persons in charge and other directly liable persons for not less than five d
ays but not more than 15 days.
(1) It fails to provide technical interface, decryption and other technical support and assistance for 
the prevention and investigation of terrorist activities conducted by any public security authority or
national security authority as required.
(2) It fails to cease the transmission and deletion of information with any terrorist or extremist cont
ent, preserve the relevant records, shut the relevant website or terminate the provision of the relev
ant services according to the requirements of the competent department.
(3) It fails to implement network security, information content supervision rules or technical measu
res for security prevention, which causes the dissemination of information with any terrorist or extr
emist content, and the circumstances are serious.

 Where any entity providing cargo transport by railway, highway, waterway or air, postal 

entity, express delivery entity, or any other logistics operation entity falls under any of the followin
g circumstances, the competent department shall impose a fine of not less than 100,000 yuan but 
not more than 500,000 yuan on the entity, and impose a fine of not more than 100,000 yuan on its 
directly responsible persons in charge and other directly liable persons.
(1) It fails to implement security check rules, or check clients' identities, or fails to conduct security
check or visual check of the articles transported and delivered as required.
(2) It transports or delivers any articles prohibited from transport and delivery, articles with serious
potential safety hazards, or articles on which clients refuse to accept security check.
(3) It fails to implement rules on the registration of information on identities of clients who transpor
t and deliver articles and information on articles.

 Where a business operator or service provider in telecommunications, Internet or financ

e fails to check clients' identities as required, or provides services to any client whose identity is no
t clear or who refuses to accept identity check, the competent authority shall order the violator to 
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make correction; if the violator refuses to make correction, it shall impose a fine of not less than 20
0,000 yuan but not more than 500,000 yuan on the violator, and impose a fine of not more than 10
0,000 yuan on its directly responsible persons in charge and other directly liable persons; and if th
e circumstances are serious, impose a fine of not less than 500,000 yuan on the violator, and impo
se a fine of not less than 100,000 yuan but not more than 500,000 yuan on its directly responsible 
persons in charge and other directly liable persons.
Where a business operator or service provider in accommodation, long-distance passenger transpo
rt, or motor vehicle lease, among others, falls under any circumstance prescribed in the preceding 
paragraph, the competent department shall impose a fine of not less than 100,000 yuan but not m
ore than 500,000 yuan on the violator, and impose a fine of not more than 100,000 yuan on its dire
ctly responsible persons in charge and other directly liable persons.

 Where anyone falls under any of the following circumstances in violation of the provision

s of this Law, the competent department shall give the violator a warning and order it to make corr
ection; and if it refuses to make correction, impose a fine of not more than 100,000 yuan on the vio
lator, and impose a fine of not more than 10,000 yuan on its directly responsible persons in charge 
and other directly liable persons.
(1) It fails to produce electronic track labels on guns or any other weapon, ammunition, controlled i
nstruments, hazardous chemicals, civil explosives, or nuclear and radioactive articles, or add securi
ty check track labels to civil explosives as required.
(2) It fails to monitor the transport vehicles of hazardous chemicals, civil explosives, or nuclear and
radioactive articles in operation through the positioning system as required.
(3) It fails to conduct strict supervision and administration of infectious pathogens or any other sub
stance as required, and the circumstances are serious.
(4) It violates the measure of controlling or restricting the trading of controlled instruments, hazard
ous chemicals or civil explosives as decided by the relevant department of the State Council or the 
provincial people's government.

 Where an entity managing or operating a key target for potential terrorist attack falls un

der any of the following circumstances in violation of the provisions of this Law, the public security 
authority shall give the entity a warning and order it to make correction; and if it refuses to make c
orrection, impose a fine of not more than 100,000 yuan on the entity, and impose a fine of not mor
e than 10,000 yuan on its directly responsible persons in charge and other directly liable persons.
(1) It fails to make advance plans and formulate measures for preventing, responding to and handli
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ng terrorist activities.
(2) It fails to establish rules for guaranteeing special counterterrorism work fund, or equip itself wit
h the equipment and facilities for prevention and handling.
(3) It fails to assign the working body or responsible personnel.
(4) It fails to conduct security background review of personnel on key posts, or fails to transfer the 
personnel who are inappropriate to other posts.
(5) It fails to provide security personnel and related equipment and facilities to public means of tra
nsport as required.
(6) It fails to establish management rules for the monitoring, information preservation and use, ope
ration and maintenance of the public security video information system.
Where any entity undertaking large-scale activities or any entity managing a key target fails to con
duct security check of people, articles and means of transport entering any place for holding large-
scale activities, airport, train station, dock, urban rail transit station, long-distance bus station, port
or any other key target, the public security authority shall order the entity to make correction; and 
if it refuses to make correction, impose a fine of not more than 100,000 yuan on the entity, and im
pose a fine of not more than 10,000 yuan on its directly responsible persons in charge and other di
rectly liable persons.

 Where any suspect of terrorist activities fails to comply with the restrictive measures

which the public security authority orders him or her to comply with, the public security authority s
hall give the suspect a warning and order the suspect to make correction; and if the suspect refuse
s to make correction, it shall detain the suspect for not less than five days but not more than 15 da
ys.

 Where news media or any other entity fabricates or spreads any false information on ter

rorist incidents, reports or spreads any details of terrorist activities that may trigger imitation, issue
s any cruel or inhuman scene in a terrorist incident, or reports or spreads, without approval, the ide
ntity information on on-site response and handling personnel and hostage and the response and ha
ndling information, the public security authority shall impose a fine of not more than 200,000 yuan 
on it, and detain its directly responsible persons in charge and other directly liable persons for not l
ess than five days but not more than 15 days, and may concurrently impose a fine of not more tha
n 50,000 yuan on them.
Where any individual commits any conduct as prescribed in the preceding paragraph, the public se
curity authority shall detain the individual for not less than five days but not more than 15 days, an
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d may concurrently impose a fine of not more than 10,000 yuan on the individual.

 Where anyone refuses to cooperate in counterterrorism security protection, intelligence 

information, investigation, and response and handling conducted by the relevant department, the c
ompetent department shall impose a fine of not more than 2,000 yuan on the violator; and if any s
erious consequence is caused, detain the violator for not less than five days but not more than 15 
days, and may concurrently impose a fine of not more than 10,000 yuan on the violator.
Where an entity commits any conduct as prescribed in the preceding paragraph, the competent de
partment shall impose a fine of not more than 50,000 yuan on the entity; and if any serious conseq
uence is caused, impose a fine of not more than 100,000 yuan on the entity; and punish its directly
responsible persons in charge and other directly liable persons in accordance with the provisions of
the preceding paragraph.

 Where anyone obstructs the relevant department's counterterrorism work, the public se

curity authority shall detain the violator for not less than five days but not more than 15 days, and 
may concurrently impose a fine of not more than 50,000 yuan on the person.
Where an entity commits any conduct as prescribed in the preceding paragraph, the public
security authority shall impose a fine of not more than 200,000 yuan on the entity, and punish its d
irectly responsible persons in charge and other directly liable persons in accordance with the
provisions of the preceding paragraph.
Whoever obstructs the lawful performance of functions by the people's police, the Chinese People's
Liberation Army, or the people's armed police force shall be given a heavier penalty.

 Where any entity violates the provisions of this Law and the circumstances are serious, t

he competent department shall order the entity to cease the relevant business operation or the pr
ovision of relevant services, or order it to cease production and business operation; and if any serio
us consequence is caused, revoke the relevant certificate or license or revoke registration.

 Where any staff member of the counterterrorism leading body or the relevant departme

nt abuses power, neglects duty, practices favoritism or makes falsification in counterterrorism wor
k, or discloses any state secret, trade secret or personal privacy in violation of the relevant provisio
ns, which constitutes a crime, he or she shall be subject to criminal liability in accordance with the l
aw; and if no crime is constituted, he or she shall be given a disciplinary action in accordance with t
he law.
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Where the counterterrorism leading body, the relevant department or any of its staff members abu
ses power, neglects duty, practices favoritism or makes falsification, or has any other violation of la
w or regulation in counterterrorism work, all entities and individuals shall have the right to make a
ccusation and report to the relevant department. The relevant department shall, after receiving the
accusation or report, handle in a timely manner and give a reply to the person that makes the repo
rt or accusation.

 Where it is found upon examination that the articles and funds, among others, seized, di

strained, frozen, detained or confiscated in accordance with this Law are irrelevant to terrorism, th
e relevant measures shall be removed in a timely manner and the articles and funds shall be retur
ned.

 The relevant entity or individual may legally apply for administrative reconsideration or f

ile an administrative lawsuit against the decision on administrative penalty or administrative comp
ulsory measure made in accordance with this Law.

Chapter X Supplementary Provisions

 This Law shall come into force on January 1, 2016. The Decision of the Standing Committ

ee of the National People's Congress on Issues concerning Strengthening Counterterrorism Work, a
s adopted at the 23rd Session of the Standing Committee of the Eleventh National People's Congre
ss of the People's Republic of China on October 29, 2011, shall be repealed concurrently.
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